
Do you use a password 
manager on unshared 
personal devices?

Do you know what 
phishing is?

Do you use two-step 
verification (2SV)?

Do you know what 
malware is?

Do you use the 
same password for 

different accounts?

Are your passwords 
strong – eg, three 

random words?

Would you click a 
link that seemed 
to be DM'd from a 
celebrity account?

Would you click a 
link that seemed to be 

from a friend for 
discounted headphones?

Would you accept a friend 
request from a stranger 
on social media if you 
had mutual friends?

Do you regularly 
update your 
devices?

If you post 
something on social 
media, do you know 
who can see it?

Do you check an app is 
from an official store 
before installing?
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HOW CYBER SECURE ARE YOU?
Take our simple quiz to see if you're really 
protecting your online accounts and devices.

NOPE

Quiz created in 
partnership with VoiceBox

Scan QR code to find out how you
could be more cyber secure online

ncsc.gov.uk/collection/cyberfirstnavigators/the-video

Even so – hard to spot 
threats emerge all the time. 
If you’re ever unsure, ask
a trusted adult.

And it can be. It’s 
important to learn how 
to be secure online.

^^.You need to keep your 
guard up. See if you can 
learn more, to protect 
your online spaces.

Wow, well done! You’re 
pretty cyber secure

Nice! You’re kind 
of up-to-date but…

Your cyber security 
could be improved

ncsc.gov.uk/collection/cyberfirstnavigators
ncsc.gov.uk/collection/cyberfirstnavigators/the-video/?referrer=ParentZone

